
ANNOTATION 

In this thesis project was carried out the reverse development of a malicious 

code, namely a virus - a cryptographer. Based on the work done, the extent of the 

damage caused by this malware was identified. It was determined what encryption 

algorithms are used in this tool, and all internal processes occurring when the virus 

is launched — the encryption code — are considered. 

 


