
ANNOTATION 

This thesis project is dedicated to the approach to reveal the malicious 

software for ОС Android. The theoretical part describes the existing methods for 

analyzing Android application. In the practical part, I considered the method of 

detection of malicious software based on the representation of the Android 

application in the form of an image with subsequent analysis of the convolutional 

neural network. 
 


