
ANOTATION 

 This is a thesis “Development of the laboratory work methology on the 

discipline “Social Engineering in the aspect of information security  and the 

organization of protection. Several attack methods in social engineering were put 

into practice, and based on the data obtained, methods of protection or prevention 

were proposed. In particular, tests were conducted and anti-virus programs were 

used to gain trust and access to information of a user of a social network, phishing 

site and protection. Trend Micro Internet Security and AnsTester were used. It was 

shown how to avoid scams in social networks. A social engineering training was 

conducted. 
 


