
Annotation 

 

In this thesis, we will learn how to perform web application intelligence, find out 

how many ports were used for what and by whom they were tapped. How much our 

website is resistant to brute-force ftp access passwords. And also how to use man-in-

the-middle to identify the internal structure of the website, which opens up a potential 

vulnerability to external influence. The main idea of this work was to identify 

vulnerabilities and violations of the work and then describe the methodology. 

 


